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Chajrman Whitfield, Ranking Member Stupak, Members of the Subcommitiee, on
behalf of EarthLink, Inc., thank you for inviting me to testify today as you continue o
examine the critically important issue of how we all can make the Internet a safer
environment for our children. The Internet is a tremendous resource for children. Asa
father, [ marvel at my own children’s ability to use the Internet to help them with their
homework, to challenge them with knowledge that supplements what they learn in
school, and to satisfy their genuine intellectual curiosity. At EarthLink, we are proud to
have worked for over twelve vears to develop this important tool for learning,
e-commerce and legitimate communications and entertainment. And we have worked
hard to combat each new public threat as it has arisen — inciuding spam, spyware and
phisher sites. We are similarly engaged in an ongoing battle against those who would use
the Internet to harm our children.
There is no question that the Internet’s capabilities provide criminal predators
with new ways to attack children. The stories you have brought to light are chilling.

Parents abusing their own children and then putting the pictures of that abuse online.

Criminals — and they are just that — luring children into performing lewd acts to be



recorded and shared. These are disgusting, perverse and unlawful acts for which we
collectively should have no tolerance.

At BarthLink, we try to provide our subscribers with as saft as possible an
environment for children to gain the benefits of the Internet, while minimizing the risks.
We focus on three strategies:

e Prevention — Empowering parents with strong parental controls and

safeguarded communications tools;

s Reporting — Getting information on suspected child pornography and other

abuse to the National Center for Missing and Exploited Children;

o TFnabling prosecution ~ Responding to law enforcement requests for data to

assist in the prosecution of abusers.
To each of these strategics we bring our proven track record for combating anti-consumer
abuses. [ witl discuss each of these in further detail.

Before I do so, however, let me give you a little background on EarthLink. For
twelve years, BarthLink has been on the cutting edge of delivering the Internet to
American consumers and business, first through dial-up, then broadband and now VolP,
wireless voice and municipal wireless Internet services. We were an early provider of
premium dial-up Internet access, and we also popularized value dial-up through our
PeoplePC brand. Over the past twelve years, we’ve seen the Internet grow from the
specialized province of a few tech-savvy early adopters to an integral part of American
work and family life. As of the end of the first quarter 2006, Earthl.ink had
approximately 3.4 million dial-up subscribers and 1.7 million broadband subscribers,

giving us about 3.7% of total broadband subscribers nationwide.



I. Prevention.

As I mentioned, the first of our three strategies is prevention. We are not a Bell
company or a cable company. We make our business by providing our customers with a
more customer-friendly Internet experience. Cur motto is, “We revolve around youw.” 50
we have developed and incorporated into our service offerings the EarthLink Protection
Control Center which contains tools to fight spam, spyware, pop-ups; hackers, & viruses.
Our website also contains family safety information such as the Kids Fighting Chance

e P g Trm

50+ Safety Tips (available at www zar hlink net/software/ free/narentaleontrols/ting/),

which EarthLink, working in partnership with the Federal Bureau of Investigation and
Kids Fighting Chance, promoted in 2004 in 33 malls in 26 cities across the country. And
our free, downloadable Internet safety tool package (called EarthLink Total Access)

incmdeé our Parental Controls.
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Seddety Tips for Kids Aged 310 13

HAVE B QUESTION? 1. Always let parents know where you are gning, whe you'll be with, and
e what tirne you will arrive home. »

Get answers

ers g 2. Always get permission from a parent before going £ SEMEInE's HDUSE.

3 i % *
ﬁég = = é\ % Do not answer the door if you are hotme alons.

Hon sy w1 BRIVIDE 1B 4. MNever open the doorto a stranger.

S oy yer? War 2

ungats your st 5. Never say vou are home alone when answering the phane. {Instsad say
s something like, "My dad is in the shower, Can [ take a messsaar”)

5, Wewar let someone from the cable cormpany, phane comMpeany, or

g PRREAERINS snother uniformed persan inta the house if an adul/parent is not
Open Eam- 120 EST nrasent.

Siongay: Bunday

7. &lwavs jock the door whan hams and put on the alarm system {f ane is
availahie).

Fipmed Bein et YO
snapTely pareinE?

&, Never snter anyone’s car unless & narent has said it is OK to 40 so.

MY

Keep ohjacts in each room that might be used as a weapon {like a
basehall bat or walking sane).

10, Call lacal police or $11 1o maks sute they're talling the truth if someone
claiens ta be a pelice officer.

11, Hever take gifts or candy from strangsrs,
12, Mever play in isolated aress or inside/near desertad buildings.

13, Always go with your instincts and go somewhere safe if you fesl faarful
of sormneans.

14. Cali 911 in sn emergency and say ] nesd help® ar leave the phone off
the hook i talking is not possible—the police can trace your location
anywhers.

18, Mever stop fghting back and always keep looking for an escape POUE,

16, Learn and pracice the Fighting Chance™ techrques!



Sabety Tips for Kids Aged 12 and Older

1. Call & parent to comme anyiime, anywhesre, i you ars in 3 saion
where you fasel uncomfortable (ne matter how late or how far).

z, Newer hitchhike,

3, Always avoid short suts through alteys, deserted parks, or buildings.

4, Hever walk alons—use the "buddy system”,

5. msmember suspicious car license plates and writs the plate number in
snow or dirt if no pen or paper is availabia,

&, Trust your instincts—recognize and report syspicious behavior.

7. Give up jewslry or cash if attacksd,

5. Always walk near lights and stay In public and open areas at night.

9. tearn and practice the Fighting Chance™ sechaiques!

Schety Tips for Porents

1. HRaise your child o have a strong sanse of self-raspect znd self-
confidencs,

2. Create an envirsnmant where your child fesls free o talk and make
fime to lsten to your chld,

4, Talk shout difficult topics with your chilg-—uninformed children are the
most vulnerable,

4, Teach rour children to recognize danger signats er abduction scenarios
{e.q., "Can you help me find my lost puppy?™},

5. Knew your child's friends and thelr parents,

6. Hever leave children under 5 years old unattended.

7. Avoid clothing ar tovs with child's name on it.

§. Thoroughly chedk references of all potential babysiters or childeare
workers.

9, Make sure vour child has ali spproprists phene numbers and
smergancy ssrvices numbers, post them in several places throughout
the houss,

1, Teach vour child safe hiding places shroughout the house,

11, Tesch vour child scaps routes out of the housa asnd places to run (2.0,
neighbors’ house),

12, Paoint out safe houses in your naighborhood that your child can g o if
frightened or chased,

13, Never leave a chitd alone in 2 public place,

14, Alwmays sccompany your child into public restrooms,

16, Always go with your child to supsrvise deor-to-dosr activities such as
fundraising or Hallowezn,

16, Teach child that police are their friends.

17. Keep up-to-date medical and dental records of your child.

18, Have your child fingerprinted,

19, Fing aut where sonvisted sex offenders live in your comomuniTy.

#0. Learn the Fighting Chance™ technigues and practice tharm with your

childt
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Communisciion Tips for Parents

1.

2
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i & farnlly rule that your child mmust iet you koow where they are
Hi firnes,

Choose a family "passwerd” that children can use # they are everin
reouble, Revisw it every week,

Mzke cure your children knew thair last name, phone number, and
address.,

Malee sure your child knows how do dial 11,

Let your child know itis all right to say “no” te an adult if asked to do
sornething they are 1ot somfsriable daing.

Tesch child that adults nevar need help from children for any reassh
{e.q., help find puppy, directions, etc).

Explain that if an adult or child ever asks them o "keep a seoret” it s
2l right for them fo discuss i with a parentArusted sdult,

Esserticl Escape Technigues

1f taken by a stranger, tzach to yell specific phirases such as, "Help, I
have been abdusted, 1 do net know this nersent” 'L nesd yaur help. I'm
being kidnapped!”

If grabbed inside a pubiic place like a rmall, teach child to drop weight
down, twist, stretch out, kick their legs, and scream “Help! need your
help, ' being kidnapped!”

1f child is grabbed in a store, teach child to veli for a cashier or other
adult and o shatter merchandise and lenock down displays, Telt child to
try to grab onte the nearzst parson.

If forcad inte a car or building, teach child to seream ard ghatter
ohiects,

1 2 car pulis up beside a child, teach vour chiid to mave away from the
car. Tell zhitd to run in the oppasie directisn the caris faoing.

if sbducted in a parking lot, teach child to rum, pound on cars to set off
sar alarms, and to go under 2 parked car i possible.

1§ locked in a trurk, teach child to push aut taillights and iet wires
dangle out,

¥ abducted in to a car, tzach child to jump ko the backsest and go out
“he bzck door,

1 stutk in the front seat of a car, tesch bow to palt aut wires ungsr
dazehboard tn dizable car or put something s ~all insids the ignition
switch,

i lasked in an zpartment or hoyss, teach chile to always try all doors
and windows for escepe route, Craate 2n eMergensy situztion {Tood
hathroam, break windows, set off alarms),

DARTHER PROGRAMS | DOWHLOADS | SARECREDEARTHLINK | SITE MAR




To promote online safety, we begin by providing Online Safety Tips for both
parents and children (www.earthiink.net/ software/free/parentalcontrols/advice/):

Online Sofety Tips

Scfety Tips for Porents
1. Talk to your child: Communicate opanly with your children shoubthe
potertial dangers of the Internst.

2, Keep the computer in a commpen Fooms The best place for a
cornplAer is in @ common reorm in the houss, not vour shild's bedraom.
It is sasier to maks sure the wrong people are ret comrmunicating with
your children if the screen is visible to yau.

3. Use parental control taols: ¥Most ISP srovide sorns form of parental
enrtral and hiocking software, While these can he graat tanis, do not
rely on them completely to protect your childran.

4. Moniter the chat roams: While slectronic chat can he a great place
tor children ta make new friends, it is also prowled by computer-sex
oFenders, Be sure yeu'rs farniltar with your children's favarite chat
FOOMS,

. Hawve a shared smail account: Always miaintaln acoess o your
chitd's online sosourt and randomly check hisfher amail,

ch

6. Teach responsibility: The Internat is a great tonl, and as a parent,
you should teach your child resgonsibie use of the resources online.
There is much mare to online experience than chat rooms.

Safety Tips for Kids Aged 5 fo 11

1. Do not share personal information: Never share any Irifrsmatinn
such as a hame or school address, telsphone nutnher, parent’s work
addressftelenhone number, or the name and losation of your schock
without your pareat's permission.

[

. Never agree to meet an online friend in person: Never make
slans to meet anyone you mest anline without first chacking with
parents, If your parents agree to the maesting, be sure that itisin a
public plsce and bring a friend or adult aiong.

. Never send vour picture: Don't send 2 person your picturs or
anvthing slse without first chesking with your parernts.

[

4, Don'trespond to mean messages: You shouldn'™ respend to any
massases thet are mean or makes you feel wroomfortable in any way.

EarthLink is also proud to support and be on the steering committee of

GetNetWise (www.getnetwise.org), a public service by Internet industry corporations and
public interest organizations to help ensure that Internet users have safe and constructive
online experiences. The GetNetWise website has materials that specifically address

children’s safety, the first page of which is shown below. As part of its Online Safety



Guide, GetNetWise provides safety information specifically related to different Internet

settings, including social networking sites and Instant Messaging.

7 wads’ safery

‘The Intarnet cSers Klds many oppounites foc tearming, congirustive enterainment, and sersenal growih, Al the same fime, patents are
rancemsd sbout the risks Kdg fzce oaiine. Tre challenge for parenls 1510 erusals themselves znd their chiidren asout howtnusethe
trfarnet safely. Dethiefvise can halp.

EarthLink’s Parental Controls suite empowers parents to follow these safety
recommendations, giving them options as to what access to permit their children to have
to the Internet — and what access to permit other parties on the Internet to have to their
children. Using our Parental Controls, parents can specify whether they want their child
to be limited to 15,000 EarthLink approved sites (a “whitelist™), or to be permitted to go
anywhere other than sites EarthlLink specifically blocks (a “blacklist™). In addition,
parents can customize these lists, adding to the list of approved sites their child may visit
or the list of biocked sites the child may not visit. Moreover, even if a website is not

specifically blocked by EarthLink or by the parent’s request, FarthLink’s Parental

-8-



Control software will automatically check the language on all web pages the child visits
and remove inappropriate language before displaying them. If the number of
inappropriate words on a web page is excessive, the Parental Control software will biock
the site altogether. In addition, children cannot create blogs when Parental Controls are
activated.

Furthermore, using the CyberFriends feature of EarthLink’s Parental Controls, a
parent can create an approved list of persons that his or her child can g-mail, IM or chat
with over the Internet. If the child is e-mailed by or attempts to e-mail someone who 18
not on the approved list, the e-mail is blocked and stored until the parent views the e-mail
and decides whether the child can read it or deletes it. In addition, a parent can specify
whether the child will be able to open attachments. CyberFriends strictly limits not only

whom vour child can contact, but also who can contact your child over the Intemnet.



1. introduction
7. What You Can Control

3. Gening Staried

4. Setting Up a Child Profile

5. Wy Account
6. Profile Senings
7. The KidPanuel Browssr

&, Geting Help

EarthLink' Parental Conirols
What Yeu Can Control

\With Parental Conirals, you can custorniza these Intemet safety features for each of your
childran:

Wel Blocking and Filtering

Lirrit your child’s Web surfing to
EarthLink's list af mors than 15,000 kid-
frigndly Wah sites, o let your kids wisit all
Wb sites excapt far the 3 million sites
that EathLink has blocked. You can 2lso
create your own lists of approvad and
bocked Web sites.

Even i a site is not spacifically blockad
by vou or Earthtink, Parental Contros
can automatically check the language on
3l Wah pages your child visits and
remove inappropriate language befors
displaving them. i the number of
inaparapriate words on a Web page is excessie, Parantal Controls blocks the site
completaly.

CyberFriends

CyberFriends ars the people you allow your child to communicate with online. You create &
list of approvad pals—fiends and family—so that you dant have 1o worry about your chiid
tieing hathersd by sirangers. You can also dafine which features of the CyberFriends
Communicator (zmail, chat, bufletin boards, instant messaging, ete.) your child can use.

Emall Screeniny

I sorneane who is not & CyberFriend sends armail 1o your child, Parental Controle locks that
armail 5o that you can review it first, You can then anlock the messaye so your child to see i,
or simply dalste it. Parental Controls also locks ernall that your child sands to non-
CyherFrisnds; you can sither unlock or defete thoze emails, too.

Time Limits
if you're concetnad about your child spending too much tirme onling, you can ragtrict the hours
ner day, week, or month that your child can use the Intemst,

For parents of younger children, we provide the KidsPatrol Browser. In addition

to providing a web browser function, the KidsPatrol Browser contains its own email,

chat, bulletin board and instant messaging programs.

-10 -



Our Parental Controls software also allows parents {0 set a time limit on a child’s
Internet usage, including limiting the precise times during each day when the Internet can
be used or by limiting the total number of hours per day, week or month that a child may
spend online.

We try to make these Parental Controls easy to use. They are downloadable for
free as part of our standard Internet protection package. When adding a child’s email to

the parent’s account, Parental Controls can be activated with simply a click of the mouse.

it

, Intnduction .
Earthlink’ Parental Conirols

2, % Yon Can Jeuped X
Gatting Started

3, Gegting Staried

Link Toizldacess for Windows,

+p use Parental Controls, vou'l need the fatest version of £
4, Sening tp a Child Prodile

I, Ry Acopunt Using TotalAccess, you oan downipad and install Parental Cordrals da the Updete Manager,
available undet the Teolliox meny:

&, Frefils Semmings
s Ly -
7. The KidPotiol Browser T Toolbox "7 {3 Games
Z‘? Dovsiuad Canter

4, Gewing Help

Free Bonus Seftare
Phato Center

< personal webspace FTP)
Earthlink Site Sulider

Save with Sprink o i
Iristant Messaging

Internet Optians.,

Afiar Parental Soeteols are instalied, youll see new optians uhder the Pretection buttan in the
Task Pane!. Cheose Make This Computet Child.Safe 1o require everyan in youl househaid
10 sign in ta Totaifccess before accessing the Intemet. This prevants your kids from using
other seftwars fo o onfine and bypassing Dargatal Controis:

it | TN T
| 5 Toolbox

Pretaction Cantar

Pop-lp Sincher » adé Profiies
Peivary Tools v Edt Profilss
J—— , Hsb e e e
A . * Frenusrtly Askad {uastions
ﬁ Fraa BC Securty Check | —
" forton Ardyfires b
™ rarton Frewal r i

Rlzo, make sure ke Save bex in the TotalAccess sign-in window is uncheckad far any parent
profiles (o your housshold. I vou save your password, your children will be able to siga in
under yaur profla and bypass Parantal Cortrois.
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Moreover, we have made it easy to enter the child’s permitted CyberFriends and

o activate the web controls.

1. Inwoeduction . .
Earfhlink’ Parental Controls

satting Up a Child Prafits

[

CWhat Yeu Cas Connel

. Getting Saned

Lo

Your et slep is to creste a profils for each chitd, This jets you cuslomize Pareeial Controls
. Sening Up a Child Profile in the reeds of sach child according to age. You can give your older kids mora fraadom io suf
the Met while placing tighter rastrictions on youy younger children's online activities.

e

hxi}

. My Acooum
You can set up 3 profile from the Task Panel using the Add Profilss option:
. Piofils Senings

]

; ey S R
7, The KjdPaste] Browssr ”""E! P Tonlbox . 3 Games .

ik rfe

&, Geving Help e e
Probertion Cerfey W This Computar 15 Child-Safe
pop-Un Blocker
Privacy Tools L4 £ Profiies
spamBlocker p T T
i Help

SeamBlocksr ¥
. . . Sramuently Asked Questions

% Frae PC Securty Check
: 3 torton Antivirus L4
3 Horton Firewad 4

Yol be taken to By Account, where you can crasta prafiles (youll have te sign in using your

primary profils first),

Anytirne you want to change the settings for a profie you've slready created, go hack o the
Parortal Cortrofs meny in the Task Pansl and chooss Edit Profiles.



1, Imroducton

o Earthiink’ Parental Conirols
2. What You Can Control
Iy Scsount

3, Getting Sranad
The Parentsl Cantrols page ot By Account is whare you manage your wids' safety profiles. &t lists

4. Sering Up a Child Prefile ali the profiles in your sccount:

5. My Account

5, Profile Sanings

B & .
iy Aooount

e ot Theac bk el TuEzeTive e L0

7. The EhiPatrel Browser

8. Gening Help

! ttami g Con
Emagif Kb irss A EITHRTT i

| passest

gy Foranding Srpgtiied

R g T

M
sERmEnIke e h T
e Blocker Togiad
[ e Sulironaed

Y ARSp

To creste a profile, click Add a Hew Prefile. To change 2n existing profile, click the Edit link n 3
chitd's profile and look far the parental Centrels section on the child's profila page:

Siatus Ortions .

: Hame Janet Do zo4 \
| Emalt Address chi¢2@earhlinknet i
Pasword e g \

: fj § Paremal Contiols jelid
‘ &

Click Edit Setings to customize this child's grofiia. (You oantum Parental Controls on or of
hars, tno.)
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1, introduction
2
3. Gening Started

5
2

5. Wy Acoount

. What You Can Control
. Sering Yp a Child Piefile
&, Profile Settings

7. The KidPatiol Browsar

8. Sening Help

Earthlink’ Parental Controls
Profile Settings
\When you edit the Parental Contrals settings for 2 child's profle, you chosse which Earihlink

featuras your kids can usa, which Wah sites they can see, who they cantalk ta, anid how long
thay can stay ohiing:

T mm e Pe] £ PO
Forenton LGRTTSE

Proafide Setiings Iy st to chengs snolherchiid's prafe, o ik

[rmier i 13 O thi RUETRSE BERt Aoy, 1 OF she KLEST ol ot of TOLAISRIESE
and Sign an agsi fon any changes ko teke efect B yhclick on i Barthlivaoeon 3t
the boloen of el streen, nearthe gos, and e b

Emalt Adgr esst el 243

Paremtat Comrals Brogl g l
Gender: |Zelect =1 |
Daste f Gilin: (St = Eeietl R B !

|
fige Growg: | Select 2 |
Frozlons this podie (o the deteult setfings for i 5 aigsied Bos O0UR. 1

Besiore This Profie %

oy hsve b apfions Tor feafling vt ob s !
e b siting & Hot of fpproved SHes, of alowrinef {nagil any s g ‘
Blockod Sites 0y can sdd oiEs to ednef s, ;

o o3n 2ls0 teguine thal younget childen uss Hye Exnil, nk P alrol Broweser,
werion Fs clear child-fendly npigation and ceferist spatial eflaris

Firally, v can g Bafhlank Parental ConErats 0an e Yok panss your chid
wisiie « e sking o blocking inappripniste to 7

Wb Trowser Seilings ;
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1, lmtseduction

Earihlink’ Parental Controls
2, What Yoeu Can Contrsl .
Getting Halp

3. Getting Startzd
If you ever need rmare infarmation about using Parerdzl Controls, heln is availabie from the

4. Setning Up a Child Profile Totaldccess Task Panel:

5. by / 1 = ==
3. My Acconn ls_% P‘rmeﬁmn ““““l ?f Toolbox . %ﬁ Games

&, Profile Settings nfa
7. The KidParol Browsey Fr etpchoﬁ Center v This g:::mpq. y I, E_E“tih:f ,saFe
4. Gesting Help Bop-Up Blodker 4 add Profiles

Privacy Tools L gdit Profies

spamBlocker Lo

BE&”ﬁEiErJi'l'PI’ ¥

Fraquently Asked Questions

% Pree PC Security ChPC
" norton Ankivirus v
8 verton Firewsl »

Meres that you know the basics of how Parental Cortrals work, you're ready to make the
Intarmet safe for your kids. Install Parental Contrals today-and enjoy peace of raind!

With these services, we have worked to empower parents to Supervise and protect
their children’s online use. Finally, I note that FarthLink does not itself operate general
IM services (i.e., other than the KidsPatrol IM), nor does it operate its own chat rooms or
provide “so_cial networking” services.

II. Reporting.

Moving beyond prevention, our next strategy is to report and to facilitate the
~ reporting of uniawful child pornography. As is our obligation under law, when
Earthlink discovers material that it believes may be child pornography, it reports that

material to the National Center for Missing and Exploited Children (N CMECQ), and has



done so since 2001, In our experience in the ordinary conduct of our business, we have
not discovered substantial amounts of child pornography.
There are generally two ways that we recelve complaints. The first is through

customer e-mail complaints to our various abuse channels (such as abuse@earthlink.net).

Our Abuse team regularly handles customers’ reports of fraud, spam and any other
violations of BarthLink’s Acceptable Use Policy. When one of our abuse investigators
receives a complaint about material that appears may be child pornography, the
investigator immediately reports that allegation to the National Center for Missing and
Exploited Children’s CyberTipline.

We may also receive complaints about suspected child pornography or
exploitation through calls to our customer service representatives. All of our customer
service represeniatives are specifically trained and given written guidance on how to walk
a customer through the steps of reporting child porno graphy to NCMEC. This written
guidance is automatically available to them as they are answering calls. This results in
the complainant forwarding the offending material or related information directly to
NCMEC.

Our Abuse team also maintains regular contacts with the security staffs of other
1SPs. Through this network, we would be notified by other ISPs if they found that an
EarthLink subscriber was sending out prohibited child pomo graphy. We can then
conduct a follow-up investigation and take appropriate action. In our experience, this
happens 2-3 times per year, with resulting referrals to NCMEC. If'it comes to our
attention that a site we are hosting has child images, we immediately contact law

enforcement.
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ITI. Enabling Prosecution.

EarthLink fully cooperates with law enforcement investigations and prosecutions
of child exploitation cases. We regularly receive subpoenas requesting specific
subscriber information, such as which customer used a specific IP address at a specific
time, or which customer is associated with a particular username. EarthLink receives
approximately 1,000 subpoenas per year, approximately 15% of which involve child
exploitation. We give legal process associated with child endangerment or exploitation
the highest priority.

We retain the information necessary to provide police and prosecufors with
information such as which user was assigned a given IP address at a given date and time.
These logs are kept in a readily accessible “live” database for several months and are then
archived in searchable and retrievable tape storage for seven years.

As further evidence of this, let me relate a recent experience we had. In
November 2003, EarthLink received a subpoena for subscriber information for IP
addresses, some of which were over five months old. We were able to pull the necessary
back-up tapes from archives, retrieve the information and respond to law enforcement
within two weeks, notwithstanding the intervening Thanksgiving holiday. We stand
ready, willing and able to promptly assist law enforcement authorities when they need
such assistance to help put criminals behind bars.

# #* %

Tn conclusion, we believe that a combination of the proper use of prevention tools

like Parental Controls, the prompt reporting of allegations of child exploitation, and

cooperation with law enforcement prosecutions of offenses can help make the Internet a
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safer place for children and their families. Like everyone here today, we would much
rather help prevent child pornography and exploitation than to deal with the aftermath.

Thank you again for the opporiunity to testify today on this important matter.
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